**Privacyverklaring het nieuwe centrale toetsen, Hogeschool Utrecht**

De Hogeschool Utrecht vindt privacy erg belangrijk en gaat daarom zorgvuldig om met jouw persoonsgegevens. In deze Privacyverklaring leggen we uit wat er gebeurt met jouw persoonsgegevens en hoe we jouw privacy waarborgen als je een toets maakt waarbij gebruik gemaakt wordt van zowel fysiek toezicht als toezicht via software.

|  |
| --- |
| Door de Covid19-pandemie moeten we afstand houden. Hierdoor is het niet mogelijk om (optimaal) gebruik te maken van de digitale toetszalen met HU PC’s. We gaan daarom ook andere ruimtes op de HU gebruiken, maar we beschikken daar niet over de infrastructuur, zoals bij de digitale toetszalen. We vragen daarom aan studenten om hun eigen laptop mee te nemen (BYOD). Er zal een surveillant aanwezig zijn. Via software die de student moet installeren, zorgen we dat de eigen laptop – net als de HU laptops – bepaalde functionaliteiten zoals het openen van andere schermen of het gebruik maken van een klembord uitschakelt.Omdat de student de toets maakt op een HU locatie en er een surveillant aanwezig is, worden er geen (web)cambeelden en geluid opgenomen noch opgeslagen. Er vindt dus geen opname plaats van de student terwijl hij de toets maakt en hij/zij hoeft ook de ID niet voor de camera te houden. De software maakt wel opnamen van het aantal toetsaanslagen en muisklikken en opnames van wat de student op zijn of haar beeldscherm ziet en slaat eventueel door de student geopende internetadressen op.  |

1. **Wie is verantwoordelijk voor de verwerking van mijn persoonsgegevens**

Hogeschool Utrecht (HU) is verantwoordelijk voor de verwerking van de persoonsgegevens die in deze Privacyverklaring staa omschreven. De HU heeft de wettelijke plicht jouw persoonsgegevens zorgvuldig te verwerken zoals dat omschreven staat in de privacywetgeving; de Algemene Verordening Gegevensverwerking (AVG). Proctorio, de partij die de software voor ons faciliteert, is ook aan deze wetgeving gebonden, volgens de afspraken die de HU in een aparte overeenkomst met Proctorio heeft gemaakt.

1. **Welke (categorieën) persoonsgegevens worden verwerkt?**

Als je een toets maakt die de HU afneemt met Het Nieuwe Centrale Toetsen, dan verwerkt de HU de volgende persoonsgegevens:

1. E-mailadres
2. Studentnummer
3. Beeldschermactiviteiten tijdens het maken van de toets, in het bijzonder in de volgende situaties:
	* + Als een student de mail gebruikt om hulp te vragen aan de toetsorganisatie dan zie je in veel gevallen namen en emailadressen, onderwerpregels en soms de aanhef van een of meerdere mails en de mappenstructuur van het mailprogramma.
		+ Als een student een bestand tijdelijk op zijn/haar laptop opslaat of upload, bijvoorbeeld als dat voor de toets gevraagd wordt, bijvoorbeeld door gebruik van de verkenner, dan zie je de getoonde mappenstructuur en mogelijk bestandnamen.
4. Het IP-adres van het computernetwerk van de HU waarmee jouw laptop verbonden is;
5. De internetpagina’s die je bezoekt tijdens de toetsafname;
6. Jouw antwoorden op de toetsvragen (via schermopnames)

**3**. **Met welk doel worden mijn persoonsgegevens verwerkt?**

De controle op identiteit vindt fysiek plaats. De controle of er bij het maken van de toets onrechtmatigheden plaats vinden door meegebrachte hulpmiddelen of door overleg met andere studenten in dezelfde ruimte gebeurt via de surveillant. De controle of er gebruik wordt gemaakt van onrechtmatigheden via de laptop gebeurt via software. Er wordt na het maken van de toets gecontroleerd of je je tijdens het maken van de toets gehouden hebt aan de geldende regels en geen gebruik gemaakt hebt van ongeoorloofde bronnen zoals aantekeningen in openstaande documenten, email, chats en internet.

**4.Op basis van welke wet (wettelijke grondslag) verwerkt de HU mijn persoonsgegevens?**

Wij verwerken jouw persoonsgegevens op basis van de grondslag ‘gerechtvaardigd belang’ (artikel 6.1 (f) AVG).

De HU is op basis van de Wet hoger onderwijs (WHW) vrij om de praktische organisatie van examens in te vullen. Bij deze invulling moet altijd een afweging worden gemaakt tussen de belangen van de instelling en de impact op de privacy van de studenten. Deze afweging moet worden vastgelegd.

Door de Covid19-pandemie moeten we afstand houden. Hierdoor is het niet mogelijk om (optimaal) gebruik te maken van de digitale toetszalen met HU PC’s. We gaan daarom ook andere ruimtes op de HU gebruiken, maar we beschikken daar niet over de infrastructuur, zoals bij de digitale toetszalen. We vragen daarom aan studenten om hun eigen laptop mee te nemen (BYOD). Er zal een surveillant aanwezig zijn. Via software die de student moet installeren, zorgen we dat de eigen laptop – net als de HU laptops – bepaalde functionaliteiten zoals het openen van andere schermen of het gebruik maken van een klembord uitschakelt.

Omdat de student de toets maakt op een HU locatie en er een surveillant aanwezig is, worden er geen (web)cambeelden en geluid opgenomen noch opgeslagen. Er vindt dus geen opname plaats van de student terwijl hij de toets maakt en hij/zij hoeft ook de ID niet voor de camera te houden. De software maakt wel opnamen van het aantal toetsaanslagen en muisklikken en opnames van wat de student op zijn of haar beeldscherm ziet en slaat eventueel door de student geopende internetadressen op.

Deze afnamevorm heeft impact op de privacy van de student, die de HU via verschillende maatregelen zoveel mogelijk zal beschermen.

Een student die vanwege zijn of haar specifieke situatie bezwaar heeft tegen deze vorm van toezicht, heeft te allen tijde het recht om hiertegen bezwaar te maken. Dit kan volgens de wijze zoals beschreven bij vraag 11. Er zal van geval tot geval worden beoordeeld of tegemoet kan of moet worden gekomen aan dit bezwaar.

**5.Wie heeft toegang tot mijn persoonsgegevens?**

Alle persoonsgegevens worden alleen door een beperkte groep HU-medewerkers ingezien.

De persoonsgegevens die worden verzameld tijdens het maken van een toets op afstand met online toezicht worden in eerste instantie geautomatiseerd verwerkt. Ze worden uitsluitend ingezien door medewerkers van de HU die uit hoofde van hun functie een rol hebben in de verwerking van jouw persoonsgegevens voor de bovenstaande doeleinden en voor wie het noodzakelijk is dat zij toegang hebben tot de persoonsgegevens. Bijvoorbeeld een examinator. Dit gebeurt alleen in die gevallen waarin via het systeem onregelmatigheden zijn ontdekt die kunnen wijzen op afwijkend gedrag.

Per tentamen geeft de HU vooraf aan wat afwijkend gedrag zou kunnen zijn. Mag de student bijvoorbeeld wel of geen naslagwerk gebruiken tijdens het tentamen of andere software opstarten? Afwijkend gedrag is bijvoorbeeld als de student gebruik maakt van het internet of een document met aantekeningen opent terwijl dat voor het betreffende tentamen niet is toegestaan.

**6. Worden mijn persoonsgegevens met derden gedeeld?**

De persoonsgegevens die de HU verzamelt met behulp van software, worden versleuteld binnen de EU opgeslagen door Proctorio. Dit is het bedrijf dat de tool levert die de HU gebruikt voor Het Nieuwe Centrale Toetsen. De versleuteling zorgt ervoor dat er geen herleidbare persoonsgegevens worden opgeslagen. De HU heeft een verwerkersovereenkomst gesloten met Proctorio om te borgen dat jouw persoonsgegevens zorgvuldig, veilig en in overeenstemming met AVG worden verwerkt. Hierin is onder anderen bepaald dat Proctorio en haar onderaannemers (subverwerkers) de persoonsgegevens nooit voor eigen doeleinden mogen verwerken en uitsluitend mogen handelen conform instructies van de HU. Jouw persoonsgegevens worden niet gedeeld met derden, tenzij de HU hiertoe verplicht is op basis van de wet of een rechterlijk bevel.

**7. Waar worden mijn persoonsgegevens opgeslagen?**

Jouw persoonsgegevens die voor het maken van de toets worden verwerkt, worden uitsluitend doorgegeven naar landen binnen de Europese Unie. Wanneer je tijdens de toets gebruik gemaakt van een e-mail of chatbericht aan de helpdesk, worden jouw IP adres en je e-mailadres beveiligd en versleuteld opgeslagen in de VS. Hierover zijn in de verwerkersovereenkomst afspraken gemaakt met Proctorio.

**8. Hoe lang worden mijn persoonsgegevens bewaard?**

Wij bewaren jouw persoonsgegevens niet langer dan noodzakelijk om de doeleinden te bereiken zoals vermeld bij vraag 3. Voor wat betreft de persoonsgegevens die worden verzameld voor het doel van, controle op onrechtmatig gedrag en controle van het tijdsverloop geldt de volgende procedure:

• Na het afronden van de toets wordt de controle zo snel mogelijk uitgevoerd. Indien géén afwijkend gedrag wordt geconstateerd of vermoeden daarvan bestaat, worden de door Proctorio verzamelde beeldopname tijdens het maken van de toets, vernietigd binnen maximaal 30 dagen nadat de toets is geregistreerd.

 • Jouw antwoorden op de toetsvragen worden bewaard volgens de bewaartermijnen zoals die zijn vastgesteld in de wet.

• Wanneer de HU vermoedt dat er sprake is van afwijkend gedrag en mogelijk toetsfraude, dan worden de gegevens langer bewaard; net zo langs als nodig is om nader onderzoek te doen en een beslissing te nemen over de rechtmatigheid van de uitslag van een toets (hieronder vallen ook eventuele juridische procedures die hierover gaan).

**9. Hoe worden mijn persoonsgegevens beveiligd?**

De HU heeft technische en organisatorische afspraken gemaakt met Proctorio om de verwerking van jouw gegevens te beschermen. Daarin is onder andere opgenomen dat gegevens die tijdens het online toezicht vastgelegd worden, versleuteld worden verstuurd en opgeslagen. De opgeslagen gegevens zijn alleen door medewerkers van de HU in te zien die betrokken zijn bij het controleren van de toetsafname en niet door Proctorio zelf of andere klanten van Proctorio. (zie hiervoor ook vraag 5)

**10. Bij wie kan ik terecht met vragen over de verwerking van mijn persoonsgegevens?**

Mocht je vragen hebben over de wijze waarop jouw persoonsgegevens worden verwerkt, dan kun je die stellen aan de privacydesk van de HU: Askprivacy@hu.nl

**11. Hoe kan ik mijn privacyrechten uitoefenen?**

Op basis van de AVG heb je het recht op inzage in de persoonsgegevens die van jou verwerkt worden, het recht om jouw persoonsgegevens te verbeteren indien deze feitelijke onjuistheden bevatten, het recht om jouw persoonsgegevens te wissen, het recht op beperking van de verwerking van jouw persoonsgegevens en het recht om bezwaar te maken tegen de verwerking van jouw persoonsgegevens.

Bij bezwaar zal van geval tot geval bekeken worden of tegemoet kan of moet worden gekomen aan dit bezwaar.

Indien je deze privacyrechten wil uitoefenen, kunt je dit kenbaar maken bij de Functionaris Gegevensbescherming van de HU via: Functionaris Gegevensbescherming Roos.Roodnat@HU.nl .

Om de aanvraag in behandeling te kunnen nemen, zal je worden gevraagd je te legitimeren. Zo wordt gecontroleerd of het verzoek door de juiste persoon gedaan. Indien je niet tevreden bent over de wijze waarop wij omgaan met jouw persoonsgegevens, dan heb je ook het recht om bij de Autoriteit Persoonsgegevens een klacht in te dienen.